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Research Overview
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Interdependent network failure 
and recovery modeling and 
simulation 

Infrastructure Network 
Resilience Modeling

Multi-hazard risk analysis and 
resource allocation under 
uncertainty

Security Risk and           
Decision Analytics

Multi-level optimization, game 
theory, and deep reinforcement 
learning

Multi-Agent Learning           
and Optimization

Focus on Cyber and Cyber-Physical Infrastructure Systems



Infrastructure Network Resilience Modeling
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London Rail Network

SRA 2022 and 
2021 Student 
Merit Awards   
from Resilience 
Analysis Specialty 
Group

IEEE-HST 2022 Best Paper Award 
in Climate and Homeland 
Resilience Track 

Boston Rail Network
Simulated Resilience Curves

Urban Rail Network Resilience under Compound Failures 

Simulated Resilience Curves



Security Risk and Decision Analytics
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Multi-Hazard Risk Analysis and Resource Allocation under Uncertainty

Chatterjee et al., 2021 Rose et al., 2017        

SRA 2019 Best Poster Award for 
Interdependent Infrastructure 
Network Resilience Analysis

IEEE-HST 2017 and 2015 Best 
Paper Awards in Attack/Disasters 
and Cyber Security Tracks 

Based on work as 
CREATE postdoc



Multi-Agent Learning and Optimization
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Deep Reinforcement Learning for Cyber and Cyber-Physical Infrastructure Defense

Attacker Type 1 Attacker Type 2 Attacker Type 3

RL-based building temperature control 
actions by risk posture

Autonomous cyber defense agent architecture 

Invited Book Chapters: Multi-agent systems, CPS resilience, ML for cyber

Kott, 2023 Douglass et al., 2023 Edgar & Manz, 2017
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Ongoing Research
National Critical Functions Network 

Risk and Resilience Analysis
Interdependent Fuel and 

Transportation Network Resilience 

Dynamic Aircraft-to-Aircraft  
Communication Network Resilience

Urban Rail Network Threat Deterrence with Graph Convolutional Networks 

Multiplex Network Science and Multiscale System Dynamics for DoD Installation Resilience
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